
TRADITIONAL ENTERPRISE ARCHITECTURE
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In the new world how is enterprise 

security perimeter is dissolving
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• Users access Apps from Branch (Office)

• Traffic routing via the enterprise HQ(Data 

Center)

• MPLS & VPN used for secure connectivity

• A costly & cumbersome architecture to 

manage
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TODAY’S DISTRIBUTED ECOSYSTEM
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. Offshore • Workforce, data & apps operate in a distributed 

environment

• User can be anywhere & application are 

everywhere 

• How to maintain security without compromising 

performance

• That’s where we can help enterprises with SASE
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THE HYBRID WORKFORCE NEEDS 

CONSISTENCY & SECURITY

TravelOffice Home

Anywhere

Consistent Performance
Optimized based on the application with 
visibility and self-healing

Consistent Connectivity
Independent of user or app location

Consistent Security 
Minimize the risk to organizations through 
Zero Trust principles

UnmanagedManaged

Any Device

ContractorEmployee Guest

Any User

of companies plan to use a 
hybrid work model91%

Workforce transformation for increased productivity



CLOUDS NEED OPTIMAL CONNECTIVITY 

FOR APPLICATION DELIVERY

Branch

To the Clouds
Direct access to 
multiple clouds

With the Clouds
Automated connectivity to 

cloud provider route servers 
with visibility and analytics

Through the Clouds
Seamless integration with a 

cloud or transport provider’s 
backbone

of enterprises use two or more public clouds73%



JAZZ SASE CLOUD

Multiple Connectivity Options Holistic Ecosystem to Offer Niche 
Security Services

Broad Use Cases Coverage

G

ARAJ Multi-tenant SASE Cloud

D
ifferentiated Network & Security
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Data Center

Internet

SaaS

SD-WAN 
Edge

IOT 
Edge

SD-
Branch

SASE 
Agent

Architected to minimize complexity at the edge, SASE combines network with security in a consolidated, one-

stop-shop, cloud-delivered service model.

Networking

Security

Defend

Connect

SDWAN

NaaS

WAN Optimization

Bandwidth Aggregation

Cloud Firewall

Secure Network Access

Threat Detection

CASB

SASE

https://www.vmware.com/products/secure-access-service-edge-sase.html


SASE SUITE OF CAPABILITIES

Firewall as a 
Service

SD-WAN SECURE DNS URL FILTERING

Malware 

Protection

WAN Failover & 

LB
VPN Application 

Performance & 

SLA



SASE SD-WAN

Traditional Apps

Branch

Remote

Internet

App App

Private Cloud

Public Cloud

SaaS Cloud

SASE/SD-WAN 
Forti Manager

Optimized Connectivity

Multiple cloud integration regardless of location

Simplified Management (FortiManager)

Centralized cloud-based management interface

Better Application Experience

High availability with predictive analytics

More Security 

Application-level policies with threat protection

Internet

Internet

MPLS



SECURE ACCESS (ZTNA)

ZTNA

Identity Device

{ {

Apps, Desktop, Server

Servers Files

DataRemote 
Apps & VDI

Legacy 
Applications

Corporate 
Applications

Traditional Apps

App App

Private Cloud

Public Cloud

SaaS Cloud

IaaS , On-prem, SaaS

Data Center

Users, Devices

Any User

Any Device

Any Location

Endpoint Visibility

Endpoint Telemetry | Security Posture  | Applications

Hygiene Control

Vulnerability Scanning| Web Filtering | Patching policy

Secure Remote Access

Dynamic Access Control | VPN | Single Sign On (SSO)

Device Security Application Control Location Level Time Bound Other Contextual



SECURE ACCESS (ZTNA)

Branch Site

S A S E

Remote users

S A S E  A G E N T

M U L T I - C L O U D

SASE Controller



WHO CAN EMPLOY SASE?

Branches
5 or more

Users per site
10 or more

Branch Bandwidth
5MB or more

SASE Checklist

Industry Vertical

Banking Retail & 
Hospitality

ManufacturingHealthcare Credit
Unions

Apparel



Network Agnostic

Consolidated HardwareOPEX Based Billing

Superior User Experience

Easy Scalability

Application-Level Control

Garaj Hosted Unified InterfaceUnified Security Suite

SASE BENEFITS



SIMPLIFIED OPERATIONS WITH SASE

CENTRALIZED MANAGEMENT

Link Redundancy

Hardware Health

Performance SLA                 

Bandwidth & Traffic Stats

Troubleshooting & Debug



Standard Advanced

Secure VPN Access

SDWAN

App Control

Central management

24/7 Support

One Time Implementation

UTM

NOC Device Monitoring 

Central Management on Cloud

SASE - PACKAGES



SERVICE FLOW

Requirement 
Gathering

Order 
Placement

Discovery 
Worksop

Service 
Delivery

Signup & 
Login

Billing & 
Invoicing

Help Desk
24/7 support

Click-on 
Agreement

Garaj Hosted SASE 
Manager



THE GARAJ ADVANTAGE

Simplified Billing

Transparent, simplif ied bill ing 

wi th  an opt ion to get  prices in 

PKR for your convenience.

Managed 
Services Partner

We take care of your Cloud 

Environment  so that  you can 

focus on your core business.

Onshore Data 
Residency

Data is hosted locally wi thin 

Pakistan to avoid the pitfalls 

associated of latency and 

compliance wi th  offshore Data 

Centers.

Low Latency

Process high volume of data wi th 

m inimal  delay.

24/7 Local Support

Our Business Consultants will 

handhold dur ing whole lifecycle by 

sharing best practices &

guidance along wi th  our local 

Cloud Engineers who will  help 

you in sett ing up your Virtual Data 

Center and after Sales Support.

Simplified
Management

W ith the latest Vmware Cloud 

Director & Jazz Self Service Portal 

take full control of your cloud 

journey and post sales

operation through easy self 

management  Web Portal.



Technical Support Billing & Invoicing To Learn More

0304 1110365 (24/7 helpline)

cloud.support@jazz.com.pk

bizcloudbilling@jazz.com.pk

garaj-cloud@jazz.com.pk

garajcloud.com
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